
P-Card Program Training
February 20, 2018 and  March 1, 2018



Agenda
• Program Overview

• Credit Card Reminders

• Card Disputes

• Intellilink Training

• Responsibility

• Important Dates

• Q & A

• Closing Remarks
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Program Overview

• Why do we use cards?

• What is a Strategy? 

• Why are we changing?



P-Card User 
Guidelines

• Review the P-Card 
guidelines

• Contact the P-Card 
Administrator with any 
questions



Credit Card Do’s
• Know the acceptable uses of your Credit Card, and ask 

questions if you need clarification

• Keep all documentation, including itemized receipts,  relevant 
to each purchase . Retention of all receipts is required for 180 
days in the event you have a return/refund  

• Upload all applicable receipts for the previous month to Visa 
Intellilink by the 5th business day after statement is 
available.

• Keep up with changes to the Credit Card policy and 
procedures



Credit Card Don’ts

• Don’t put anything on a Credit Card that should be put on a 
Purchase Order using eRequester.

• Don’t respond to any suspicious emails or phone calls with your 
card or personal information (if you’re questioning it, it’s most 
likely fraudulent)

• Don’t turn in summarized receipts. Receipts must have detail of the 
purchase.

• Don’t use the credit card for expenses related to family and/or 
friends accompanying you on business travel, to purchase 
food/alcohol, or any other restricted items



Card Disputes/Lost or Stolen Card

• When, Why, and How to file Dispute – Contact 
Finance immediately

• Lost/Stolen Cards: Contact Finance & UMB 
immediately

– Important numbers to have in this case:

Call: 1-800-VISA911

• Fraudulent Charges and Calls

• 60 Day Requirement 



How to Log in to Intellilink



Login Instructions
• To log in go to:

URL:  https://intellilink.spendmanagement.visa.com 

Your username is your 
email address and 

temporary password 
Welcome1

which you will be 
prompted to change 

at initial login



At the initial login, each user will be required to 
identify a memorable word between 5 and 
12 alpha characters.  Each time a user 
accesses the tool, he/she will have to enter 
3 characters from that memorable word 
(see example on right).



On this next screen, click Accept to accept the terms of use of the website.



You will be prompted to create a 
new password.

In the “Current Password” box, 
please enter the temporary 
password which was provided to 
you.

In the “New Password” box, please 
create your password (according to 
the criteria listed) and then enter it 
again in the “Confirm Password” 
box.

Click “Save” once this is complete.



Password Information

• The user password and memorable word you have set are what will be required for future 
logins. 

• Your password will expire every 90 days. Once your password has expired, you will be 
prompted to set a new password upon log in. 

• Your memorable will not change during your use of the website (unless you change it 
yourself). 

• If you ever forget your password, please use the “Forgot your password?” link on the 
home screen and IntelliLink will send you an e-mail to allow you to reset yourself. 

• If you ever wish to update your password or memorable word at any time, log into 
IntelliLink. From the Welcome screen, click on your name on the top right and then you 
will see a dropdown menu with Password and Memorable Word. 
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From the Home page 
Click on your name



Home Page Overview
Home Page – Navigation Cardholder
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Changing Your Account View Within the System
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Additional Expense Management Functions

• The QuickCode feature will give employees the option of 
applying the same codes to a group of transactions

• Employees can self-enable QuickCode by selecting Customize 
Views within the Settings menu option

QuickCode     
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Click on Customize Views
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Check Transaction Coding 
& Quick Coding then Click Save



Reconciling Your Expenses
Coding Transactions & Uploading Receipts



A indicates the transaction needs to be 
coded. Select the      to view transaction; a 
coding screen will appear

A       indicates the transaction has been 
coded correctly

Coding Cardholder Expenses
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Click the drop down and highlight Search another screen will appear…



Once you have identified the 
cost center click on the      to fill 
it in on the coding screen 

Note: To list this cost center as a Favorite 
so that it is listed in the drop down next 
time, click on the          and then click       
to enter that cost center in the cost center 
field. 

Or click on Search again for a 
list of all cost centers for this 
segment. 

Type in the code value or description to find a 
specific code

Repeat this 
process to search 
for segments and 
add it to your 
favorites



Once all of the segments have been coded complete the Narrative Details
with a description of the purchase.  When finished click              to complete the 
allocation and approval of the transaction.

*Now the transaction will have a         on the Account Statement and you can move to 
the next transaction.



Users can split 
the transaction 
by clicking on the 
+ sign 

Individual Coding on the Transaction      

Click the drop down and select the G/L or click on Search another screen will appear 



You must select whether or 
not tax was paid or not paid 
on the transaction.
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Once a transaction has been coded you will see a green check mark 
next to the transaction 

The second green check 
mark indicates the transaction
has been approved.  The 
exclamation mark means 
the transaction is pending 
approval.
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If a statement cycle has a red dot, 
there is a transaction within that 
statement cycle that needs attention. 
Either the approver has sent back for 
changes or additional information or 
you missed coding a transaction. 
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Approver will choose to approve the expense or request 
feedback    



Fraudulent Charges

• Fraudulent charges will happen – report fraud to Finance 
immediately and follow procedures outlined in the P-Card 
Guidelines – you are responsible for all activity on your card

• Finance will assist in coding fraudulent charges correctly. 



Managing Receipts 
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Receipt Imaging 

Step 1 – Select Account Statements to view the Manage Receipt Images Link 

Account Statement View
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Receipt Imaging 

Step 2 – A pop-up screen will appear with a link to Upload a New Image



34

Receipt Imaging 

Step 3 – Select Receipt in an appropriate format type from a 

file on your desktop



Click here for your unique 
email address.

A pop-up window will 
appear with your unique 
email address.
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Receipt Imaging 

Step 4 – Assign to Transaction(s) by selecting the items presented in the 
Account Statement. The paper clip icon identifies transaction with the 
receipt. 
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Receipt Imaging 
Receipts associated with transactions can be viewed on the Transaction 
Details screen



Important Dates

• Statement Close Date: First day of Each Month

• Cardholders:
– Upload Receipts & Code Transactions within 5 

business days following the statement close date

• Approvers: 
– Review and Approve transactions within 8 business 

days following the statement close date

• Finance Department: 
– Reconcile & Extract on the 10th of each month or the 

closest business day



Questions?
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http://www.google.com/imgres?imgurl=http://themarinfoundation.org/wp-content/uploads/2011/03/question-key.jpg&imgrefurl=http://www.themarinfoundation.org/about-us/frequently-asked-questions/&usg=__0hCNB0ivJYnPCJvY6tI16Cnf6aU=&h=332&w=376&sz=48&hl=en&start=12&zoom=1&tbnid=qSOPIESc9g6VkM:&tbnh=108&tbnw=122&ei=1jC-UIHAO8Hw2QXE0YDAAQ&prev=/search?q=questions&hl=en&sa=X&gbv=2&tbm=isch&prmd=ivns&itbs=1
http://www.google.com/imgres?imgurl=http://themarinfoundation.org/wp-content/uploads/2011/03/question-key.jpg&imgrefurl=http://www.themarinfoundation.org/about-us/frequently-asked-questions/&usg=__0hCNB0ivJYnPCJvY6tI16Cnf6aU=&h=332&w=376&sz=48&hl=en&start=12&zoom=1&tbnid=qSOPIESc9g6VkM:&tbnh=108&tbnw=122&ei=1jC-UIHAO8Hw2QXE0YDAAQ&prev=/search?q=questions&hl=en&sa=X&gbv=2&tbm=isch&prmd=ivns&itbs=1
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